Karta Pracy Studenta – Zajęcia 1

Temat: Twój Cyfrowy Ślad – Jak Cię Widzą w Sieci?

Cel: Dowiem się, jakie informacje na mój temat znajdują się w internecie i nauczę się podstawowych metod ochrony mojej cyfrowej tożsamości.

Wprowadzenie: Każdy Twój ruch w internecie zostawia ślad. Posty, komentarze, a nawet strony, które tylko przeglądasz, tworzą Twój cyfrowy portret. Dziś sprawdzimy, jak on wygląda.

Ćwiczenie 1: Ego-surfing – Kim jesteś według Google? (25 min)

Otwórz przeglądarkę w trybie prywatnym/incognito. Wyszukaj informacje o sobie, korzystając z poniższych kombinacji. Zapisz, co udało Ci się znaleźć.

Zapytanie w Google Co znalazłeś/znalazłaś? (np. profil na FB, zdjęcie, stary komentarz na forum)

Imię Nazwisko

"Imię Nazwisko" (w cudzysłowie)

"Imię Nazwisko" Kielce

Twój nick/login z gier/portali

Przełącz na wyszukiwanie Grafika i wpisz swoje dane

Pytanie: Czy któreś ze znalezionych informacji Cię zaskoczyły?

Ćwiczenie 2: Audyt prywatności w mediach społecznościowych (20 min)

Zaloguj się na swój główny profil w mediach społecznościowych i znajdź ustawienia prywatności. Sprawdź i zapisz obecne ustawienia:

Kto może zobaczyć Twoje przyszłe posty? (Publiczne / Znajomi / Tylko ja):

Kto może zobaczyć Twoją listę znajomych?

Czy Twój profil może być wyszukany za pomocą adresu e-mail? (Tak / Nie):

Zadanie: Zmień jedno z powyższych ustawień, aby zwiększyć swoją prywatność.

Ćwiczenie 3: Czy Twoje dane wyciekły? (15 min)

Wejdź na stronę haveibeenpwned.com.

Wpisz swój prywatny adres e-mail, którego używasz do rejestracji w różnych serwisach.

Zapisz wynik:

Czy Twój adres e-mail był w jakimś wycieku? (Tak / Nie)

Jeśli tak, z jakich serwisów pochodziły wycieki i kiedy miały miejsce?

Pytania do dyskusji:

Czy byłeś/byłaś zaskoczony/zaskoczona tym, co znalazłeś/znalazłaś na swój temat?

Jakie jedno, proste działanie możesz podjąć jeszcze dziś, aby lepiej chronić swoją prywatność?

Zasada bezpieczeństwa

Regularnie sprawdzaj, co widać na Twój temat w sieci i zarządzaj ustawieniami prywatności na swoich kontach. To Twój cyfrowy wizerunek.